Q HOW TO PROTECT APPLICATION WITH SAASPASS?

Creating an Application protected by SAASPASS
Google Apps:

Once you've registered your domain with SAASPASS, you will need to go to
saaspass.com and login by scanning with your SAASPASS app

Once you are scanned in, you will need to click on the switch to enterprise mode,
on the upper center part of the screen
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Welcome to SAASPASS Web. Here

Once you've switched to Admin mode, you will need to cilck on the appllications
section like the image bellow.
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Now you can click on 'APPLICATIONS' or 'ADD NEW APPLICATION' to see all available
application types which can be protected with SAASPASS.
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Click on Applications section.
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Hover over Google Apps and click on 'ADD' button. You can also check the
information about Google Apps integration before adding the application.
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Set your application name and click on 'SAVE'.
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Once you've created the Application within SAASPASS, you will want to click on the
upper right corner, where the name of your company will appear. That will pull
down a menu, from which you need to select “Groups and users”
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APPLICATION CONFIGURATION
CONFIGURE GOOGLE APPS

STEP1

Sign into your “Google Apps Management Console”,

SERVICES STEP 2

Step 1

Select, and you will be able to add users to your company. Click on the add button
and a menu will appear with various options. Click the new user account option
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Step 2

In the pop-up, type in your or the email of the user you want to add into the box,
and click ADD.

ADD NEW USER ACCOUNT - MY COMPANY

mycompany.com

Enter a credential that your user uses to login [Email, Mobile number, or a Simple username].

For example,
myuser@domain.com
myUsername1000
+1526875

Step 3

At the next step, you will need to verify the user. In this case, we will do admin
verification, where you can click on verify user.

ADD NEW USER ACCOUNT - MY COMPANY

mycompany.com
New user accounts must be verified in order to become Active and access applications

ADMIN VERIFICATION

Verify this account by entering a SAASPASS ID, Let this user verify for himself. SAASPASS will send an
Personal or Company Email, Mobile number or Active email requesting this user to submit their SAASPASS

Directory credential ID

o
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Step 4
Then you will need to type in the SAASPASS ID for that user and search for them by

clicking on the search icon. You can also find the user by his mobile number, email
or Active Directory username.

ADD NEW USER ACCOUNT - MY COMPANY

mycompany.com
Verify user by entering another credential

415645101

Step 5

If SAASPASS system finds the ID for your user, click on 'NEXT' button.
If not, you will need to search again with different credentials.

Step 6

Once your new account is created, you need to assign it to your app dedicated
group. Select your application name from the group list.

By default, your new account is assigned to '‘Everyone' group and domain based
group. You can assign as much as groups you need to your application from within
Application management.

ADD NEW USER ACCOUNT - MY COMPANY

o A new Domain email user account has been created. This account is Active.

+ @mycompany.com

+ Everyone

Add this user to the following groups




